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Article 1 Aiming to regulate the use, management, and security maintenance of the 

university's network resources, the Yuan Ze University Network Usage 

Management Regulations (referred to as the Regulations) are hereby 

established. 

Article 2 The Regulations apply to all faculty, staff, and enrolled students. 

Article 3 Users shall properly utilize the personal authentication information they 

possess for accessing campus network resources and bear all legal 

responsibilities arising from the path of their account and password. 

Article 4 Rules of Use 

4.1 All users of campus networking shall comply with the Taiwan Academic 

Network Management Regulations and the Campus Network Usage 

Regulations by the Ministry of Education. 

4.2  Unauthorized use of another person's personal authentication information 

for accessing the campus network is strictly prohibited. 

4.3  It is prohibited to use the network for transmitting threatening, obscene, or 

unfriendly information. 

4.4  The primary purpose of using the campus network is for academic research 

and educational administration. 

4.5 It is strictly prohibited to spoof or misuse another person's IP address. 

4.6  High-risk or malicious peer-to-peer (P2P) software that affects the network 

performance or obstructs others' network usage is prohibited. 

4.7  Unauthorized interception of network-transmitted messages or access to 

other people's email or files is prohibited. 

4.8  Concealing of account data and IP addresses is prohibited. 

4.9  For those who occupy a significant amount of network resources, thereby 

affecting the network service, the Office of Library and Information 

Services (OLIS) may adjust the network bandwidth as necessary to ensure 

smooth transmission of the campus network. 

Article 5 The privileges of all network resources for former employees and students 

no longer enrolled at the university shall be immediately deactivated upon 

resignation, termination of employment, or departure from the university. 



Article 6  To assist in the precaution and control of internet violations and 

contraventions, relevant organizations shall handle requests for responses, 

inquiries, access, or duplication of personal data and files following the 

related regulations. 

Article 7  Any violation of the rules outlined in the Regulations will lead to 

immediate suspension of network access. Depending on the severity of the 

breach, OLIS will gather evidence and submit it to the relevant authorities 

for further action. 

Article 8  The Regulations are implemented after being passed at the administrative 

meeting, and the same procedure applies to any future amendments. 

 

 

Note: If any controversies or disputes occurred regarding clauses of the aforesaid 

regulations, it shall always refer to its Chinese version. 


